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act scenario 1
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I need to do XXX

Do I need to be authenticated ?

Determined by Agency level of Authentication required - 
business rule based  Agency specifies criteria

Authenticate (using MPI) 
and Prov ide Lev el 

Indicator

Authorization (Specific to 
Agency)

Perform Activ ity

OOPS, I can't Authenticate

I Authenticated

Do I hav e a 
record?

Ask/Answer Challenge 
Questions

Establish me

Is my Lev el right?

Can I get in?
Get a higher lev el 
of Authentication

In Scope

Legend

"Comonwealth Authentication Service"

CAS Executes logic based on Agency business rules

Yes

Yes

No

No

Yes

No
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act Process Workflow

Prompt for Interests

Visit Website

Initiate Serv ice

Authenticate User

Determine Access Level

Evaluate Access Lev el

Escalate Access Level

Establish User

Obtaining Agency Services
Through CAS:

Obtaining Agency Services
Through the Agency’s Website

Browse Agency Website

Initiate Serv ice

Perform Serv ice
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object MPI Workshop

Portal::MPI Core Record

- First Name:  int
- Middle Name:  int
- Last Name:  int
- Suffix:  int
- Date of Birth:  int
- SSN:  int
- Customer Number:  int
- Gender:  int
- Deceased:  int

Establish MPI record using business rules for the level of service (HHR, 
DMV, DGIF, etc.) requested.  Using the appropriate rules, create Customer 
Number (Unique ID that uses the DMV Customer Number format), DOB, 
and PIN record in the MPI.  

There is also an Access Level Indicator added to the record that governs 
what this customer can do amongst all the services available via the 
Commonwealth Portal.  This should handle the issue of access for 
information provisioning vs transaction processing.

Siebel Core
Downstream 
systems will 
adopt new 
UID

Access Lev elRisk Score:
Industry Standard

Matching 
Tools/Methods

Data 
Management

AKA

- Individual:  int
- Business:  int

Data 
Standards

Address

- Mailing:  int
- Dwelling:  int

Eligibiity

Subscription
Inquire/Update

Governance

Verification Verification Flags

- SSN:  int
- Address:  int
- Name:  int

Contact Methods

- Home Phone:  int
- Mobile Phone:  int

HIE

Legal Presence

Alternativ e Contact 
Methods

- SMS:  int
- Social Network:  int
- Email Address:  int

Ancillary Address

Physical 
Characteristics

- Height:  int
- Weight:  int

Record 
Creation

1:N
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req Standards

Web Standards

Security 
Standards

Development 
Standards

Data Standards

HL7

Accessibiity 
Standards

Messaging 
Standards

Service 
Inventory/Standards

Messaging 
Components need to 
be addressed at one 
committee.

User Experience

Records 
Retention

Privacy Standards

Reporting 
Standards

PCI Compliance

HIPAA/PHI


